1.Hafta

1. Sızma Testi Nedir ?
2. Sızma Testi Türleri nelerdir ?
3. Sızma Testi Etiği Nedir ?
4. Sızma Testi Metadolojisi Nedir ?
5. Cyber Kill Chain Nedir ?
6. Aktif ve Pasif Bilgi Toplama nedir ?
7. Pasif Bilgi Toplama   
   - Dork  
   - Osint   
   -Recon-ng  
   -The Harvester
8. Aktif Bilgi Toplama ve Makine Çözümü   
   -NetDiscover   
   - Nmap   
   -Searchsploit   
   -Metasploit  
   -Hydra  
   -Medua  
   -FeroxBuster  
   -Ffuf  
   -Gobuster  
   -HashCat  
   -John The Ripper   
   -Linpeas/Winpeas  
   -MsfVenom   
   -WpScan  
   -NetCat  
   -enum4linux  
   -smbclient  
   -vs…
9. Kevgir
10. Mr.Robots
11. Basic Pentesting
12. Blue
13. Kenobi

2. Hafta

1. Web Uygulama Güvenliği Nedir ?
2. Owasp TOP 10 nedir ?
3. Temel savunma mekanizmaları
4. Web uygulamaları teknolojileri
5. SQLi
6. XSS
7. SSRF
8. SSTI
9. OS Command Injection
10. Path Traversal